
� Clinic�
� Health Practitioner/Physicians/

Dentist�
� Health Departments�
� Health Services (Emergency & 

Outpatient Care Centers, Blood 
and Organ Banks, Telemedicine)�

� Healthcare Consultants

� Hospital�
� Long term Care/Assisted Living�
� Lab�
� Medical Group�
� Pharmacie�
� Radiology/Imaging Centers�
� Skilled Nursin�
� Surgery Centers

Desired Sub-Classes

� Primary risks earning up to $5B in 
gross annual revenue�

� Excess risks earning up to $5B in 
gross annual revenue�

� Limits up to $10M


Appetite

Coverage extends to cover the costs to recertify the insured’s HIPAA compliance status as well as to create and 

implement a HIPAA Corrective Action Plan.

HIPAA Corrective Action Plan

Coverage extends to systems specifically used by the healthcare industry: medical equipment used in the course 

of care that is connected to the internet, Electronic Medical Record (EMR), patient Customer Resource 

Management (CRM), Picture Archiving and Communication System (PACS).

Expanded Definition of Computer Systems

Coverage expands the Business Interruption and Contingent Business Interruption insuring agreements to 

situations where the Insured’s or Outsource Service Provider’s system may need to be shutdown to mitigate, 

reduce, or avoid further damage or interruption in service caused by a computer crime or computer attack.

Preventive Shutdown

Coverage expands the definition of Outsourced Service Provider to include Electronic Health Record Systems 

(EHR) providers, which are commonly used for accessing patient files electronically.

Outsourced Service Providers

With lives on the line, the healthcare sector has no room for 
downtime. Plus, the abundance of sensitive PHI creates a 
desirable target for cybercriminals. Healthcare is a major focus for 
ransomware actors, with  in the sector 
reporting attacks in 2024.

67% of organizations

The bright side: Despite the current threat landscape, we’re offering broad policy language, competitive terms, and 

endorsements made with healthcare in mind.

Corvus® is partnering 
with healthcare entities 
to combat cyber risk

Smart Cyber: Made for Healthcare

Coverage Enhancements

Corvus Insurance, a wholly owned subsidiary of The Travelers Companies, Inc., is building a safer world through insurance products that help to reduce cyber risk for 
policyholders. Corvus Insurance's Smart Cyber Insurance and Smart Tech E+O products include broad coverage, in-house claims handling, and risk prevention services 
that help prevent cyberattacks through threat alerts for policyholders and the partnership of our in-house cybersecurity experts.


Corvus Insurance offers insurance products in the U.S., Middle East, Europe, Canada, and Australia. Corvus Insurance, Corvus London Markets, and Corvus Germany 
are the marketing names used to refer to Corvus Insurance Agency, LLC; Corvus Agency Limited; and Corvus Underwriting GmbH. All entities are subsidiaries of Corvus 
Insurance Holdings, Inc. For more information, visit corvusinsurance.com.

About Corvus

Eligibility for such program is determined when you apply for coverage. Policy quotes, terms and conditions, and premiums are made in accordance with Corvus Insurance’s 
underwriting guidelines. The policy, not general descriptions or material within this informational, will form the contract between the insured and our insurance carrier partners. 
Coverage may not be available in all jurisdictions.05/14/25

https://news.sophos.com/en-us/2024/07/30/the-state-of-ransomware-in-healthcare-2024/
https://www.corvusinsurance.com/
https://www.corvusinsurance.com/the-corvus-solution
https://www.corvusinsurance.com/the-corvus-solution
https://www.corvusinsurance.com/smart-cyber-and-cyber-excess
https://www.corvusinsurance.com/smart-tech-e-o-and-excess
https://www.corvusinsurance.com/claims-at-corvus
https://www.corvusinsurance.com/corvus-signal
https://www.corvusinsurance.com/corvus-london-markets
https://www.corvusinsurance.com/de-de/smart-cyber-insurance-fur-deutschland-und-osterreich
http://corvusinsurance.com/

